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5G Super Blueprint

Use Case – Edge Site Selection and 
Placement
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RAN VM routes UE profile to Access and 
Mobility Management Function on the Core 

VM to register device on network and 
establish control plane

UPF VM routes encapsulated data to 
Session Management Function on 5GC 

Core VM via virtual connection

UPF VM routes unencapsulated data to outside 
networks including internet, edge compute and cloud 

ecosystems

RAN VM routes user traffic flow to UPF VM for 
prioritized data management and encapsulation

The 5G Edge Developers Platform on Equinix

Network Edge
VIRTUAL ROUTER

FOURFUNCTIONS
ONEPLATFORM

Test and run Applications and Frameworks in a real-
world environment from a simulated User Edge to 

the Multi-Cloud hosted application with all the 
advanced features and functions of 5G Stand Alone

“The Slicing Must Go On” – Oleg Berzin, PhD. 
1 Access and Mobility Management Function (AMF) is a control plane 
network function in a 5G core network managing registration, reachability, 
connection and mobility of the user’s device to the network

2 Session Management Function (SMF) is a data plane network 
function in a 5G core network managing PDU sessions, IP address 
allocation, tunneling and downlink notifications

3 HOSTED VIRTUAL DEVICES 
SIMULATING 5G RAN, UPF & CORE

1 VIRTUALIZED ROUTER TO DIRECT 
TRAFFIC FLOW ACROSS PLATFORM

AVAILABLE TO BE SPUN UP ON DEMAND 
IN 28 GLOBAL METRO MARKETS

Free5GC-Enabled Solution for Application Developers Across All Ecosystems

NAT
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Tools and Demo

Aarna Networks – AES Demo

Equinix Terraform Orchestration
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Free5GC WebUI



UE and gNB - simulated

UE container with established 
mobile link/interface

Ping from UE to Google.com
(goes through UPF and VR)

UE and GNB Kubernetes Pods 
On UERAN VM



UPF

UPF Pod on UPF VM

Inside UPF container

Traffic on UPF N3 interface

Traffic on UPF N6 interface



Control Plane

AMF Log

SMF Log

5G SA Control Plane Kubernetes Pods
On CP VM
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Non-Public Networks at Metro Edge

CORE AT 
EQUINIX
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NETWORK CORE 
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User endpoints and base 
stations deployed at or near 

premises

Aggregated network 
resources at Equinix driving 
low latency and optimal ROI

Network resources 
interconnected to core, 

regardless where its hosted

WHAT IS A NON-PUBLIC NETWORK?
Non-Public Networks (NPN), such as Private 5G and 
similar initiatives, allow non-network customers 
(enterprises, governments, etc.) to create and operate 
their own self-contained wireless network.

OPTIMIZE YOUR NPN AT EQUINIX
FLEXIBLE HOSTING OF MEC AND DU/CU 
INFRASTRUCTURE VIA COLO OR METAL
INTELLIGENT MANAGEMENT OF DEPLOYED RAN 
ASSETS FROM A CENTRALIZED POINT OF CONTROL
HOSTED UPF AT EQUINIX TO DELIVER LOW LATENCY 
CLOSEST TO CRITICAL PARTNERS & ECOSYSTEMS
ON-DEMAND, AUTOMATED INTERCONNECTION TO 
DEPLOYED INFRASTRUCTURE & ECOSYSTEMS
NPN INVESTMENT AT EQUINIX DRIVES OPEX SPEND 
WHILE LOWERING COSTS & MAXIMIZING MARGIN


