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CDS is good, this talk is not a critique

• They create(d) an amazing tool

• A lot of good decisions was made

• I think too much about Python

• Good things can be improved



A bit of backstory

• Business driven day2 configuration

• Customization of orchestration logic for 

operator's needs

• Integration of vendors' specific interfaces

• Use case driven orchestration logic



What options do we have?

Available “executors” in CDS:

• kotlin?

• py-executor

• command-executor
– Ansible

– Python

• cli-executor

• restconf-executor

• restful-executor

• netconf-executor

• (…)



What is happening in command-executor



What is happening in py-executor



What can go wrong?

• Ups I deleted wrong log

• I messed in nfs share

• Someone was a bad person in the past
– Bad dependencies

– Bad dependencies of dependencies

– Attacks on build systems (build integrity)

– Attacks on repositories (source integrity)

– Mom, someone is mining on my container

I’m a 

hackerrr!



Lets solve it

• Let's use more docker!

• We shouldn’t write yet more code

• Maybe we could share with other ONAP 

components?

• AWS Lambda was a good idea



Lets solve it

fission.io



Lets solve it

• Fission is

– Cloud native

– Fast (100ms cold start)

– Developed and bugfixed by others




