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Example Use Case
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Option 1

Expose internal projects to ExtAPI
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Option 2

Exploit ONAP CLI or internal API
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Option 3

MSB APl GW via Ext API
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Option 4

Dedicated APl GW via Ext API
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Option 5

“Exposed” MSB APl GW
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Option 6

“Exposed” dedicated API GW
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Example: Option 2
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provides a logically centralized environment for the creation and
management of policies, including conditional rules.
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POE-1: Policy POE-5: Decision
Type Design « create and validate policies/rules Query
[REST] « identify overlaps,resolve conflicts [JSON/HTTP]
« derive additional policies as needed
POE-2: Policy
Design Policies are used to control,influence, and help ensure compliance with
[REST]  goals. Policies can support infrastructure, products and services, operation
automation, and security. Users, including network and service designers,
operations engineers, and security experts, can easily create, change,
and manage policy rules from the POLICY Manager in the ONAP Portal.
© O O O
Other pctions Trigger Orghestration Trigger|Control Raise Trouble
Actions Actions Tickets
[REST] [REST] [REST]
I I |
Other Systems SO Controllers %Em
[Software System] [Software System] [Software System] [Softw a-@_sVst em]
Action Targets

Other Systems

[Software System]

LA
<

ONAP

OPEN NETWORK AUTOMATION PLATFORM



